
Biometric Data and Identity Verification 
This Biometric Data and Identity Verification Agreement ("Biometric Agreement") governs Three Day 
Rule Acquisition Group LLC's ("TDR," "we," "us," or "our") collection and processing of biometric 
information, including facial recognition data, as part of our identity verification process for 
matchmaking services. This Biometric Agreement is incorporated into and subject to TDR's Privacy 
Policy and Terms of Service (collectively, the "Governing Documents"), which you acknowledge 
having read and agreed to prior to consenting to this Biometric Agreement. This collection and 
processing is conducted in accordance with applicable laws, including the Illinois Biometric 
Information Privacy Act ("BIPA"), California Consumer Privacy Act ("CCPA"), Texas Capture or Use 
of Biometric Identifier Act ("CUBI"), and other state biometric privacy laws. 

When you undergo our identity verification process, we may: 

• Collect and process images or videos of your face solely for identity verification purposes, 
which includes a one-time scan to create a secure biometric template. We do not store the 
original images or videos after template creation 

• Create and securely store a biometric identifier or template derived from your facial features 
using industry-standard technology 

• Compare this template against your provided identification documents 
• Store encrypted versions of this data using industry-standard encryption protocols solely for 

fraud prevention and account security purposes, in compliance with all applicable state and 
federal laws 

We protect your biometric data using security measures that meet or exceed the reasonable 
standard of care within our industry and that are the same as or more protective than those we use 
to protect other confidential and sensitive information. These measures include industry-standard 
encryption (minimum AES-256), role-based access controls, secure storage systems in SOC 2 Type 
II certified facilities, and regular third-party security assessments and penetration testing. As detailed 
in our Privacy Policy, your biometric data will only be used for: 

• Identity verification 
• Fraud prevention 
• Account security 
• Legal compliance 
• Other purposes with your explicit consent 

We maintain a publicly available written policy establishing a retention schedule and guidelines for 
permanently destroying biometric data. We will retain your biometric data only until the earlier of: (1) 
three years from your last interaction with our services; (2) when the initial purpose for collecting the 
data has been satisfied; or (3) within 30 days of receiving your request to delete such data. We will 
permanently destroy such data using industry-standard deletion methods. We strictly prohibit and do 
not engage in any selling, leasing, trading, or otherwise profiting from your biometric data. 

PLEASE READ THIS CAREFULLY: While creating a TDR account does not require biometric 
verification, accessing our matchmaking services requires your express, written, and informed 
consent to the collection, use, and storage of your biometric data as described in this Biometric 
Agreement. By clicking "I AGREE" and proceeding with the biometric verification process, you 
acknowledge that: (1) you have read and understand this Biometric Agreement; (2) you voluntarily 
consent to the collection, use, and storage of your biometric data; and (3) you understand you may 
withdraw this consent at any time by contacting support@threedayrule.com, though this will 
terminate your access to matchmaking services. If you withdraw consent, we will delete your 



biometric data within 30 days and notify you once deletion is complete. This consent will remain valid 
for three years unless earlier withdrawn. 

We may share your biometric data with carefully selected third-party service providers who assist in 
our identity verification process, but only: (1) with your explicit consent; (2) as necessary to provide 
our services; (3) under written agreements requiring confidentiality, security, and use restrictions 
consistent with this Biometric Agreement; and (4) in compliance with all applicable laws. These 
providers are contractually prohibited from using, sharing, or retaining your biometric data for any 
other purpose. A list of these service providers is available upon request. 

 


